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Decision/action requested

Endorse.
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References

TS 33.501 v.070
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Rationale

Several configuration scenarios for UDM and its UDM/UDR instances are possible. While SA3 decided to keep SIDF functionality within the UDM, it is left to the operator how to organize their subscriber databases and where exactly SIDF is located. Nokia would prefer to have a dedicated place for SIDF and other SIDF related functions though.
The following configuration scenarios may be possible, but more could be imagined:

· Operator has one UDM, i.e. UDM/UDR-instance = UDM/UDR
· Operator has a front end for its UDM which re-directs requests to one of several UDM/UDR instances after de-concealment
· Operator has several UDM/UDR instances that he wants a serving network to be able to route directly a request to, thus, de-concealment must happen at the UDM instance
· Operator contracts MVNOs, that operates its own UDM or UDM instances
With introduction of SUCI, the AMF in the serving network needs to have sufficient information to route the Auth-Info-Req to the correct AUSF/UDM in each of these scenarios. Thus, SUCI format must be designed in a way to do so.

It is proposed that SUCI has a concealed part for privacy data (MSIN) and a parameter part, which keesp all additional information necessary for routing, privacy key identification, protection scheme identification etc. I.e. all parameters that need to be available such that an AMF of vPLMN can figure out the correct routing destination and further find the correct SIDF for deconcealment of the SUCI within the home operator domain. The AMF may use for the discovery the NRF.
Location of SIDF within the operator domain is said to be in scope of the operator. Several options of deployment seem possible, e.g.
· central SIDF responsible for deconcealment of SUCIs before routing to the UDM instance; 

· local SIDFs each co-located to an UDM instance

and it is requested to consider adding appropriate specification text accordingly.

Since it is supposed to be operator choice which configuration is used, a solution need to be designed to allow at least 
· AUSF to ask within Auth-Info-Requ(SUCI) the UDM/SIDF service or
· AUSF to use the SUPI response from UDM/SIDF for requesting Auth-Info-Req(SUPI) or
· UDM to directly forward the Auth-Info-Req with a SUPI to the correct UDM instance or
· UDM or AUSF to redirect the Auth-Info-Req to a MVNO’s UDM (instance).

All these scenarios make it important to have a flexible scheme for SUCI format.
It is proposed to define SUCI format very generic as “concealed SUCI part + SUCI parameter part”
Parameters may include routing info known from LTE (MCC+MNC), but optional also additional routing tags, if the MNC is not already hinting to a dedicated UDM instance. The key identifier for SIDF to find the correct privacy key for deconcealment could also be used for routing to a SIDF co-located to a UDM instance, etc. Whether the operator is using key identifier or the additional routing tags as the distinguisher for routing the SUCI to a central SIDF or local SIDF within a UDM or UDM instance is up to implementation. 

In contrast to S3-180267 (Ericsson) we argue that for discovery it is sufficient to provide SUCI parameters or a subset of SUCI parameters as input parameter for discovery if NRF is used. There is no need to send the concealed SUCI part during discovery. Once, the correct address for routing the SUCI to the correct AUSF, UDM or UDM/UDR instance is available, the complete SUCI can be provided. MCC+MNC, home network public key identifier and/or routing tag can be used as NF selection criteria. The internal structure of the parameter set is only known to the HPLMN and is privacy friendly.
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Detailed proposal

Accept pCR related to this discussion in TDOC S3-180767
